I nt ernet Engi neering Task Force (I ETF) T. O ausen

Request for Comments: 8245 Ecol e Pol yt echni que
Updat es: 5444 C. Dearl ove
Cat egory: Standards Track BAE Systens
| SSN: 2070- 1721 U. Herberg

H. Rogge

Fr aunhof er FKI E
Cct ober 2017

Rul es for Designing Protocols Using
the Generalized Packet/Message Format from RFC 5444

Abstract

RFC 5444 specifies a generalized Mbile Ad Hoc Network (MANET)
packet / nessage fornmat and describes an intended use for nultiplexed
MANET routing protocol messages; this use is mandated by RFC 5498
when using the MANET port or protocol number that it specifies. This
docunent updates RFC 5444 by providing rules and recomendati ons for
how the mul ti pl exer operates and how protocols can use the
packet/nessage fornmat. |n particular, the mandatory rules prohibit a
nunber of uses that have been suggested in various proposals and that
woul d have led to interoperability problens, to the inpedi nent of
prot ocol extension devel opnment, and/or to an inability to use
optional generic parsers

Status of This Meno
This is an Internet Standards Track docunent.

This docunment is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the I ETF comunity. |t has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Goup (IESG. Further information on
Internet Standards is available in Section 2 of RFC 7841.

I nformation about the current status of this docunent, any errata,

and how to provide feedback on it nmay be obtai ned at
https://ww.rfc-editor.org/info/rfc8245
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Copyright Notice

Copyright (c) 2017 I ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the I ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(https://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this document. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided wi thout warranty as
described in the Sinplified BSD License.
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I ntroduction

[ RFC5444] specifies a generalized packet/ message format that is
designed for use by MANET routing protocols.

[ RFC5444] was designed foll owi ng experiences with [ RFC3626], which
attenpted to provide a packet/nessage format acconmodati ng di verse
protocol extensions but did not fully succeed. [RFC5444] was

desi gned as a common buil ding bl ock for use by both proactive and

reacti ve MANET routing protocols.

[ RFC5498] nandates the use of this packet/nessage format and of the

packet nultiplexing process described in an appendi x to [ RFC5444] by
protocol s operating over the MANET | P protocol and UDP port nunbers

that were all ocated by [ RFC5498].

1. History and Purpose

Since the publication of [ RFC5444] in 2009, several RFCs have been
publ i shed, including [ RFC5497], [RFC6130], [RFC6621], [RFC7181],

[ RFC7182], [RFC7183], [RFC7188], [RFC7631], and [RFC7722], that use
the format of [RFC5444]. The ITU- T recommendati on [ 3®903] al so uses
the format of [RFC5444] for encoding sone of its control signals. In
devel opi ng these specifications, experience with the use of [RFC5444]
has been acquired, specifically with respect to howto wite

speci fications using [ RFC5444] so as to ensure forward conpatibility
of a protocol with future extensions, to enable the creation of

ef ficient messages, and to enable the use of an efficient and generic
parser for all protocols using [ RFC5444].

During the sane tine period, other suggestions have been nade to use
[ RFC5444] in a manner that would inhibit the devel opnent of

i nteroperabl e protocol extensions, that would potentially lead to
inefficiencies, or that would lead to inconpatibilities with generic
parsers for [RFC5444]. \Wiile these uses were not all explicitly
prohi bited by [ RFC5444], they are strongly discouraged. This
docunent is intended to prohibit such uses, to present experiences
from desi gning protocols using [ RFC5444], and to provide these as
guidelines (with their rationale) for future protocol designs using
[ RFC5444] .

2. Features of RFC 5444
[ RFC5444] performs two main functions:
o It defines a packet/message format for use by MANET routing

protocols. As far as [RFC5444] is concerned, it is up to each
protocol that uses it to inplenent the required nessage parsing
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and formation. It is natural, especially when inplenenting nore
than one such protocol, to inplenent these processes using

prot ocol -i ndependent packet/nessage creation and parsing
procedures, however, this is not required by [ RFC5444]. Sone
commrents in this docunment mght be particularly applicable to such
a case, but all that is required is that the nessages passed to
and fromprotocols are correctly formatted and that packets
contai ni ng those nessages are correctly formatted as described in
the foll ow ng point.

Appendi x A of [RFC5444], conbined with the intended usage
described in Appendi x B of [RFC5444], specifies a multiplexing and
demul ti pl exi ng process whereby an entity that can be referred to
as the "RFC 5444 nultipl exer" nanages packets that travel a single
(logical) hop and contain nessages that are owned by individua
protocols. Note that in this docunent, the "RFC 5444 nul ti pl exer"
is referred to as the "nultiplexer”, or as the "demultipl exer"
when performng that function. A packet can contain nessages from
nore than one protocol. This process is nandated for use on the
MANET UDP port and I P protocol (alternative neans for the
transport of packets) by [RFC5498]. The multiplexer is
responsi bl e for creating packets and for parsing Packet Headers,
extracting messages, and passing themto the appropriate protoco
according to their type (the first octet in the nessage).

Packet / Message For mat

Anong the characteristics and desi gn objectives of the packet/nmessage
format of [RFC5444] are the follow ng:

(o]

It is designed for carrying MANET routing protocol contro
si gnal s.

It defines a packet as a Packet Header with a set of Packet TLVs
(Type-Lengt h-Val ue structures), followed by a set of nessages.
Each nessage has a wel |l -defined structure consisting of a Message
Header (designed for naking processing and forwardi ng deci sions)
followed by a set of Message TLVs, and a set of (address, type,
val ue) associ ations using Address Bl ocks and their Address Bl ock
TLVs. The packet/ nmessage format from [ RFC5444] then enables the
use of sinple and generic parsing | ogic for Packet Headers,
Message Headers, and nessage content.

A packet can include nessages fromdifferent protocols, such as

t he Nei ghborhood Di scovery Protocol (NHDP) [RFC6130] and the
Optimzed Link State Routing Protocol version 2 (OLSRv2)
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[RFC7181], in a single transm ssion. This was observed in
[ RFC3626] to be beneficial, especially in wreless networks where
nmedi a contention can be significant.

0 |Its packets are designed to travel between two nei ghboring
interfaces, which will result in a single decrenment of the |Pv4
TTL or IPv6 hop limt. The Packet Header and any Packet TLVs can
thus convey information relevant to that link (for exanmple, the
Packet Sequence Nunber can be used to count transm ssion successes
across that link). Packets are designed to be constructed for a
singl e-hop transm ssion; a packet transm ssion following a
successful packet reception is (by design) a new packet that can
include all, sone, or none of the received nessages, plus possibly
addi ti onal nessages either received in separate packets or
generated locally at that router. Messages can thus travel nore
than one hop and are designed to carry end-to-end protoco
si gnal s.

o0 It supports "internal extensibility" using TLVs; an extension can
add information to an exi sting nmessage w thout that information
rendering the nmessage unparseabl e or unusable by a router that
does not support the extension. An extension is typically of the
protocol that created the nmessage to be extended, for exanple,

[ RFC7181] adds information to the HELLO nessages created by

[ RFC6130]. However, an extension can al so be independent of the
protocol; for exanple, [RFC7182] can add Integrity Check Val ue
(ICV) and tinestanp information to any nessage (or to a packet,
thus extending the nultipl exer).

Information, in the formof TLVs, can be added to the nessage as a
whol e (such as the integrity information specified in [RFC7182])
or can be associated with specific addresses in the message (such
as the Multipoint Relay (MPR) selection and link nmetric

i nformati on added to HELLO nessages by [RFC7181]). An extension
can al so add addresses to a nmessage.

0 It uses address aggregation into conpact Address Bl ocks by
exploiting commonal ities between addresses. |n nany depl oynents,
addresses (I Pv4 and |1 Pv6) used on interfaces share a comon prefix
that need not be repeated. Using IPv6, several addresses (of the
same interface) mght have common interface identifiers that need
not be repeated.

0o It sets up comopn nanespaces, formats, and data structures for use
by di fferent protocols where conmon parsing |ogic can be used.
For exanple, [RFC5497] defines a generic TLV format for
representing tine information (such as interval time or validity
tine).
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0o It contains a nininml Message Header (a naxi mum of five el enents:
type, originator, sequence nunber, hop count, and hop linit) that
permit decisions regarding whether to locally process a nessage or
forward a nessage (thus enabling MANET-w de fl oodi ng of a nessage)
wi t hout processing the body of the nessage.

1.2.2. Miltiplexing and Demul ti pl exi ng

The mul tiplexer (and dernultiplexer) is defined in Appendi x A of

[ RFC5444]). Its purpose is to allow nultiple protocols to share the
same | P protocol or UDP port. That sharing was nade necessary by the
separation of [RFC6130] from[RFC7181] as separate protocols and by
the allocation of a single IP protocol and UDP port to all MANET
protocol s, including those protocols follow ng [ RFC5498], which

stat es:

Al'l interoperable protocols running on these well-known | ANA

al | ocati ons MUST conformto [ RFC5444]. |[RFC5444] provides a
common format that enabl es one or nore protocols to share the | ANA
al |l ocations defined in this document unamnbi guously.

The multiplexer is the mechanismin [ RFC5444] that enabl es that
shari ng.

The prinmary purposes of the nultiplexer are to:

0 Accept nmessages from MANET protocols, which also indicate over
whi ch interface(s) the nessages are to be sent and to which
destination address. The latter can be a unicast address or the
"LL- MANET- Rout ers" link-1ocal nulticast address defined in
[ RFC5498] .

0 Collect nmessages (possibly fromnultiple protocols) for the same
| ocal interface and destination, into packets to be sent one
| ogi cal hop, and to send packets using the MANET UDP port or IP
protocol defined in [ RFC5498].

0 Extract nessages fromreceived packets and pass themto their
owni ng protocol s.

The multiplexer’s relationship is with the protocols that own the
correspondi ng Message Types. \Were those protocols have their own
rel ati onships (for exanple, as extensions), this is the
responsibility of the protocols. For exanple, OLSRv2 [ RFC7181]
extends the HELLO nessages created by NHDP [ RFC6130]. However, the
mul tiplexer will deliver HELLO nessages to NHDP and will expect to
recei ve HELLO nessages from NHDP; the rel ationship between NHDP and
OLSRv2 is between those two protocols.
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The mul tiplexer is also responsible for the Packet Header, including

any Packet Sequence Nunber and Packet TLVs. It can accept sone
additional instructions fromprotocols, can pass additiona
information to protocols, and will follow sone additional rules; see
Section 4. 4.

1.3. Status of This Docunent

Thi s docunent updates [ RFC5444] and is published on the Standards
Track (rather than as Informational) because it specifies and
mandat es constraints on the use of [RFC5444] that, if not followed,
make forns of extensions of those protocols inpossible, inpede the
ability to generate efficient nessages, or nake desirable forns of
generic parsers inpossible.

Each use of key words from [ RFC2119] (see Section 2) can be

consi dered an update to [ RFC5444]. In nost cases, these codify

obvi ous best practice or constrain the use of [RFC5444] in the
circunstances where this specification is applicable (see Section 3).
In a few circunstances, operation of [RFC5444] is nodified. These
are all circunstances that do not occur in its main and current uses,
specifically by [RFC6130] and [ RFC7181] (that mnight already include
the requirenent, particularly through [RFC7188]). That such

nodi fyi ng cases are an update to [ RFC5444] is explicitly indicated in
this specification.

2. Terninol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "NOT RECOMMVENDED', "MAY", and
"OPTIONAL" in this docunment are to be interpreted as described in
BCP 14 [ RFC2119] [RFCB174] when, and only when, they appear in all
capitals, as shown here

Use of those key words applies directly to existing and future
i npl enentations of [RFC5444]. It also applies to existing and future
protocol s that use or update that RFC

Thi s docunent uses the term nol ogy and notation defined in [ RFC5444];
the ternms "packet", "Packet Header", "message", "Message Header"
"address", "Address Bl ock", "TLV', "TLV Block", and other rel ated
terns are to be interpreted as described therein.
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Additionally, this docunent uses the follow ng term nol ogy:

Full Type (of TLV): As per [RFC5444], the 16-bit conbi nation of the
TLV Type and Type Extension is given the synbolic nane
<tlv-fulltype>  This docunent uses the term"Full Type", which is
not used in [ RFC5444], but is assigned (by this docunent) as
standard terni nol ogy.

Owni ng Protocol: As per [RFC5444], for each Message Type, a protoco
-- unl ess specified otherwi se, the one making the | ANA reservation
for that Message Type -- is designated as the "owning protocol"” of
that Message Type. The denultipl exer inspects the Message Type of
each received nessage and delivers each nessage to its
correspondi ng "owni ng protocol".

3. Applicability Statenent

Thi s docunent does not specify a protocol but docunents constraints
on how to design protocols that use the generic packet/nessage fornmat
defined in [ RFC5444] that, if not followed, nmakes forns of extensions
of those protocols inpossible, inpedes the ability to generate
efficient (small) messages, or mekes desirable fornms of generic
parsers inpossible. The use of the [RFC5444] format is mandated by

[ RFC5498] for all protocols running over the MANET protocol and port,
defined therein. Thus, the constraints in this docunent apply to all
protocol s running over the MANET | P protocol or UDP port. The
constraints are strongly recommended for other uses of [RFC5444].

4. I nformati on Transni ssi on

Protocols need to transmit information fromone instance inplenmenting
the protocol to another

4.1. \Were to Record Infornation

A protocol has the followi ng choices as to where to put infornation
for transm ssion:

0o in a TLV to be added to the Packet Header

0 in a nessage of a type owned by another protocol; or

0 in a nessage of a type owned by the protocol

The first case (a Packet TLV) can only be used when the infornmation
is to be carried one hop. It SHOULD only be used either where the

information relates to the packet as a whole (for exanple, packet
integrity check values and tinestanps, as specified in [RFC7182]) or
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if the information is expected to have a wi der application than a
single protocol. A protocol can al so request that the Packet Header
i ncl ude Packet Sequence Numbers but does not control those nunbers.

The second case (in a nessage of a type owned by another protocol) is
only possible if the adding protocol is an extension to the owning
protocol; for exanple, OLSRv2 [RFC7181] is an extension of NHDP

[ RFC6130] .

The third case is the normal case for a new protocol

A protocol extension can either be sinply an update of the protoco
(the third case) or be a new protocol that al so updates another
protocol (the second case). An exanple of the latter is that O.SRv2
[ RFC7181] is a protocol that also extends the HELLO nessage owned by
NHDP [ RFC6130]; it is thus an exanple of both the second and third
cases (the latter using the OLSRv2 owned Topol ogy Control (TC)
message). An extension to [RFC5444], such as [ RFC7182], is
considered to be an extension to all protocols. Protocols SHOULD be
designed to enabl e extension by any of these nmeans to be possible,
and sone of the rules in this docunent (in Sections 4.6 and 4.8,
specifically) are to help facilitate that.

4.2. Message and TLV Type All ocation

Prot ocol s SHOULD be conservative in the nunber of new Message Types
that they require, as the total avail able nunber of allocatable
Message Types is only 224. Protocol design SHOULD consi der whet her
different functions can be inplenented by differences in TLVs carried
in the sanme Message Type rather than using nultiple Message Types.

The TLV Type space, although greater than the Message Type space,
SHOULD al so be used efficiently. The Full Type of a TLV occupies two
octets; thus, there are many nore available TLV Full Types than there
are Message Types. However, in sone cases (currently LINK METRIC
from[RFC7181] and I CV and Tl MESTAMP from [ RFC7182], all in the

gl obal TLV Type space), a TLV Type with a conplete set of 256 TLV
Ful |l Types is defined (but not necessarily allocated).

Each Message Type has an associ ated bl ock of Message- Type-specific
TLV Types (128 to 233, each with 256 type extensions) both for
Address Bl ock TLV Types and Message TLV Types. TLV Types fromw thin
t hese bl ocks SHOULD be used in preference to the Message- Type-

i ndependent Message TLV Types (0 to 127, each with 256 type

ext ensions) when a TLV is specific to a nessage.

The Expert Review guidelines in [ RFC5444] are updated accordingly, as
described in Section 8.

O ausen, et al. St andards Track [ Page 10]



RFC 8245 Usage of RFC 5444 Cct ober 2017

4.3. Message Recognition

A nmessage contains a Message Header and a Message Body; note that the
Message TLV Block is considered part of the latter. The Message
Header contains information whose primary purpose is to decide

whet her to process the nessage and whether to forward the nessage.

A protocol mght need to recogni ze whet her a nessage, especially a

fl ooded nmessage, is one that it has previously received (for exanple,
to determ ne whether to process and/or forward it, or to discard it).
A nmessage can be recogni zed as one that has been previously seen if
it contains sufficient information in its Message Header. A nessage
MUST be so recogni zed by the conbination of its Message Type

Ori gi nat or Address, and Message Sequence Nunber. The inclusion of
Message Type all ows each protocol to nmanage its own Message Sequence
Numbers and also allows for the possibility that different Message
Types can have greatly differing transm ssion rates. As an exanple
of such use, [RFC7181] contains a general purpose process for
managi ng processi ng and forwardi ng deci sions, although specifically
for use with MPR flooding. (Blind flooding can be handled sinmilarly
by assuming that all other routers are MPR selectors; it is not
necessary in this case to differentiate between interfaces on which a
message i s received.)

Most protocol information is thus contained in the Message Body. A
nodel of how such information can be viewed is described in Sections
4.5 and 4.6. To use that nodel, addresses (for exanple, of

nei ghbori ng or otherw se known routers) SHOULD be recorded in Address
Bl ocks, not as data in TLVs. Recording addresses in TLV Value fields
both breaks the nodel of addresses as identities and associ ated
information (attributes) and al so inhibits address conpression
However, in sonme cases, alternative addresses (e.g., hardware
addresses when the Address Block is recording |IP addresses) can be
carried as TLV Values. Note that a nmessage contai ns a Message
Address Length field that can be used to allow carrying alternative
message sizes, but only one | ength of addresses can be used in a
single nmessage, in all Address Blocks and the Oigi nator Address, and
is established by the router and protocol generating the nessage.

4.4. Message Multipl exing and Packets
The mul tipl exer has to handl e message nultiplexing into packets and
the transm ssion of said packets, as well as packet reception and

demul ti plexing into nmessages. The nultiplexer and the protocol s that
use it are subject to the follow ng rules
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4.4,

Packet Transni ssion

Packets are formed for transmi ssion through the follow ng steps:

(o]

Qut goi ng nessages are created by their owning protocol and MAY be
nodi fi ed by any extendi ng protocols if the owning protocol pernits
this. Messages MAY al so be forwarded by their owning protocol

It is strongly RECOMMENDED t hat nmessages are not nodified in the

| atter case, other than updates to their hop count and hop limt
fields, as described in Section 7.1.1 of [RFC5444]. Note that
this includes having an identical octet representation, including
not allowing a different TLV representation of the sane
information. This is because it enables end-to-end authentication
that ignores (zeros) those two fields (only), as is done in the
Message TLV ICV (Integrity Check Value) calculations in [RFC7182].
Prot ocol s MJUST docunent their behavior with regard to

nmodi fiability of nessages.

Qut goi ng nessages are then sent to the nmultiplexer. The owning
protocol MJST indicate which interface(s) the nessages are to be
sent on and their destination address. Note that packets trave
one hop; the destination is therefore either a link-1oca

mul ticast address (if the packet is being multicast) or the
address of the neighbor interface to which the packet is sent.

The owni ng protocol MAY request that nessages are kept together in
a packet; the nultiplexer SHOULD respect this request if at all
possi ble. The nultipl exer SHOULD conbi ne nessages that are sent
on the sane interface in a packet, whether fromthe sanme or
different protocols, provided that in so doing the nultiplexer
does not cause an | P packet to exceed the current Maxi num
Transmission Unit (MIU). Note that the multiplexer cannot
fragment nessages; creating suitably sized nessages that will not
cause the MIU to be exceeded if sent in a single nmessage packet is
the responsibility of the protocol generating the nessage. If a

| arger nessage is created, then only IP fragnentation is available
to allow the packet to be sent; this is generally considered
undesi rabl e, especially when transm ssion can be unreliable.

The mul ti pl exer MAY del ay nmessages in order to assenble nore
efficient packets. It MJST respect any constraints on such del ays
requested by the protocol if it is practical to do so.

If requested by a protocol, the nultiplexer MIST (and ot herw se
MAY) include a Packet Sequence Number in the packet. Such a
request MJST be respected as long as the protocol is active. Note
that the errata to [ RFC5444] indicates that the Packet Sequence
Nunmber SHOULD be specific to the interface on which the packet is
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sent. This specification updates [RFC5444] by requiring that this
sequence nunmber MJST be specific to that interface and al so that
separ ate sequence nunbers MJST be nmi ntained for each destination
to which packets are sent with included Packet Sequence Nunbers.
Addi tion of Packet Sequence Numbers MJST be consistent (i.e., for
each interface and destination, the Packet Sequence Nunber MJST be
added to all packets or to none).

0 An extension to the multiplexer MAY add TLVs to the packet. It
MAY al so add TLVs to the nmessages, in which case it is considered
as al so extending the correspondi ng protocols. For exanple,

[ RFC7182] can be used by the nultiplexer to add Packet TLVs or
Message TLVs, or it can be used by the protocol to add Message
TLVs.

4.4.2. Packet Reception

When a packet is received, the follow ng steps are perforned by the
demul ti pl exer and by protocols:

0 The Packet Header and the organization into the nessages that it
contai ns MUST be verified by the denultipl exer.

o The packet and/or the nessages it contains MAY al so be verified by
an extension to the denultiplexer, such as [ RFC7182].

0o Each nessage MJST be sent to its owning protocol or discarded if
the Message Type is not recogni zed. The demnultiplexer MIST al so
make available to the protocol the Packet Header and the source
and destination addresses in the I P datagramthat included the
packet .

o The denultipl exer MIST renove any Message TLVs that were added by
an extension to the nultiplexer. The nessage MJUST be passed on to
the protocol exactly as received from (another instance of) the
protocol. This is, in part, an inplenentation detail. For
exanpl e, an inplenentation of the multiplexer and of [ RFC7182]
could add a Message TLV either in the nultiplexer or in the
protocol and renove it in the sane place on reception. An
i npl enment ati on MUST ensure that the nessage passed to a protoco
is as it would be passed fromthat protocol by the sane
i npl enentation, i.e., that the conbined inplenentation on a router
is self-consistent, and that nessages included in packets by the
mul ti pl exer are independent of this inplenentation detail.

0 The owning protocol MJST verify each nessage for correctness; it

MUST al | ow any extending protocol (s) to also contribute to this
verification.
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(o]

The owni ng protocol MJST process each nessage. |n sone cases,
which will be defined in the protocol specification, this
processing will determ ne that the nessage will be ignored.

Except in the latter case, the owning protocol MJST al so allow any
ext endi ng protocols to process the nessage.

The owni ng protocol MJST nmanage the hop count and/or hop linmit in
the message. It is RECOMMENDED that these are handl ed as
described in Appendi x B of [RFC5444]; they MJUST be so handled if
usi ng hop-count - dependent TLVs such as those defined in [ RFC5497].

4.4.2.1. Oher Information

In addition to the nmessages between the nultiplexer and the protocols
in each direction, the followi ng additional information (summarized
fromother sections in this specification) can be exchanged.

(0]

The packet source and destinati on addresses MJST be sent fromthe
demul ti pl exer to the protocol.

The Packet Header, including the Packet Sequence Number, MJIST be
sent fromthe (de)multiplexer to the protocol if present. (An

i npl enent ati on MAY choose to only do so or only report the Packet
Sequence Number, on request.)

A protocol MAY require that all outgoing packets contain a Packet
Sequence Number.

The interface over which a nessage is to be sent and its
destination address MJST be sent from protocol to nmultiplexer.
The destinati on address MAY be a nulticast address, in particular,
the LL- MANET- Routers link-local nulticast address defined in

[ RFC5498] .

A request to keep nessages together in one packet MAY be sent from
protocol to nultiplexer.

A requested maxi num nessage del ay MAY be sent from protocol to
mul ti pl exer.

The protocol SHOULD al so be aware of the MIUthat will apply to its
messages, if this is avail able.
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4.5, Messages, Addresses, and Attributes

The information in a Message Body, including Message TLVs and Address
Bl ock TLVs, consists of:

0 Attributes of the nessage, in which each attribute consists of a
Full Type, a length, and a Value (of that |ength).

0 A set of addresses, which are carried in one or nore Address
Bl ocks.

o Attributes of each address, in which each attribute consists of a
Full Type, a length, and a Value (of that |ength).

Attributes are carried in TLVs. For Message TLVs, the mapping from
TLV to attribute is one to one. For Address Bl ock TLVs, the napping
fromTLV to attribute is one to nany: one TLV can carry attributes
for multiple addresses, but only one attribute per address.
Attributes for different addresses can be the sane or different.

[ RFC5444] requires that when a TLV Full Type is defined, then it MJST
al so define how to handl e the cases of multiple TLVs of the same type
applying to the same information element - i.e., when nore than one
Packet TLV of the same TLV Full Type is included in the sane Packet
Header, when nore than one Message TLV of the same TLV Full Type is
included in the same Message TLV Bl ock, or when nore than one Address
Bl ock TLV of the same TLV Full Type applies to the sanme val ue of any
address. It is RECOMWENDED t hat when defining a new TLV Full Type, a
rule of the following formis adopted.

o |If used, there MIUST be only one TLV of that Full Type associ ated
with the packet (Packet TLV), message (Message TLV), or any val ue
of any address (Address Block TLV).

Note that this applies to address val ues; an address can appear nore
than once in a nessage, but the restriction on associating TLVs with
addresses covers all copies of that address. It is RECOVMENDED t hat
addresses are not repeated in a nessage.

A conceptual way to view this information is described in Appendi x A
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4.6. Addresses Require Attributes

It is not mandatory in [ RFC5444] to associate an address with
attributes using Address Bl ock TLVs. Information about an address
could thus, in principle, be carried using:

0 The sinple presence of an address.
0 The ordering of addresses in an Address Bl ock
0 The use of different meanings for different Address Bl ocks.

This specification, however, requires that those nethods of carrying
i nformati on MJUST NOT be used for any protocol using [ RFC5444].

I nformati on about the neaning of an address MUST only be carried
usi ng Address Bl ock TLVs.

In addition, rules for the extensibility of OLSRv2 and NHDP are
described in [RFC7188]. This specification extends their
applicability to other uses of [RFC5444].

These rul es are:

0 A protocol MJIST NOT assign any neaning to the presence or absence
of an address (either in a Message or in a given Address Block in
a Message), to the ordering of addresses in an Address Bl ock, or
to the division of addresses anmpong Address Bl ocks.

0 A protocol MIST NOT reject a nessage based on the inclusion of a
TLV of an unrecogni zed type. The protocol MJST ignore any such
TLVs when processing the nessage. The protocol MJST NOT renove or
change any such TLVs if the nmessage is to be forwarded unchanged.

0 A protocol MIST NOT reject a nessage based on the inclusion of an
unrecogni zed Value in a TLV of a recogni zed type. The protoco
MUST i gnore any such Val ues when processi ng the nessage but MJST
NOT i gnore recogni zed Values in such a TLV. The protocol MJST NOT
remove or change any such TLVs if the message is to be forwarded
unchanged.

o Simlar restrictions to the two preceding points apply to the
demul ti pl exer, which also MUST NOT reject a packet based on an
unrecogni zed nessage; although it will reject any such nessages,
it MJST deliver any other nmessages in the packet to their owning
protocol s.

The followi ng points indicate the reasons for these rules based on
consi derations of extensibility and efficiency.
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Assi gning a neaning to the presence, absence, or location of an
address woul d reduce the extensibility of the protocol, prevent the
approach to information representation described in Appendi x A, and
reduce the options available for nessage optim zation described in
Section 6.

To consider how the sinple presence of an address conveyi ng

i nformati on woul d have restricted the devel opnment of an extension
two exanpl es are considered: one actual (included in the base
speci fication, but which could have been added | ater) and one
hypot heti cal

The basic function of NHDP's HELLO nessages [RFC6130] is to indicate
t hat addresses are of neighbors, using the LINK _STATUS and
OTHER_NEI GHB TLVs. (The nmessage can al so indicate the router’s own
addresses, which could al so serve as a further exanple.)

An extension to NHDP mi ght decide to use the HELLO nessage to report
that an address is one that could be used for a specialized purpose

rat her than for nornmal NHDP-based purposes. Such an exanple already
exi sts in the use of LOST Values in the LI NK_STATUS and OTHER_NEI GHB
TLVs to report that an address is of a router known not to be a

nei ghbor .

A future exanple could be to indicate that an address is to be added
to a "blacklist" of addresses not to be used. This would use a new
TLV (or a new Value of an existing TLV, see below). |If no other TLVs
were attached to such a bl acklisted address, then an unnodified

i npl ement ati on of NHDP woul d ignore that address, as required; if any
other TLVs were attached to that address, then that inplenentation
woul d process that address for those TLVs. Had NHDP been desi gned so
that just the presence of an address indicated a neighbor, this

bl ackl i st extensi on woul d not be possible, as an unnodified

i mpl enent ati on of NHDP would treat all blacklisted addresses as

nei ghbors.

Rej ecting a nessage because it contains an unrecogni zed TLV Type or
an unrecogni zed TLV Val ue reduces the extensibility of the protocol

For exanple, OLSRv2 [RFC7181] is, anmong other things, an extension to
NHDP. It adds information to addresses in an NHDP HELLO nessage
using a LINK METRIC TLV. A non-OLSRv2 i npl enentati on of NHDP (for
exanpl e, to support Sinplified Miulticast Flooding (SMF) [ RFC6621])
will still process the HELLO nessage, ignoring the LI NK METRI C TLVs.
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Al so, the blacklisting described in the exanpl e above could be
signaled not with a new TLV but with a new Value of a LINK_STATUS or
OTHER_NEI GHB TLV (requiring an | ANA al |l ocation as described in

[ RFC7188]), as is already done in the LOST case.

The creation of Multi-Topol ogy OLSRv2 (MI-OLSRv2) [RFC7722], as an
extension to OLSRv2 that can interoperate with unextended instances
of OLSRv2, would not have been possible without these restrictions
(whi ch were applied to NHDP and COLSRv2 by [RFC7188]).

These restrictions do not, however, nean that added information is
conpl etely ignored for purposes of the base protocol. Suppose that a
faulty inplementation of OLSRv2 (including NHDP) creates a HELLO
message that assigns two different values of the sane |ink netric to
an address, sonething that is not permitted by [ RFC7181]. A

recei ving OLSRv2-aware inplenentation of NHDP will reject such a
message, even though a receiving OLSRv2-unaware inpl enmentation of
NHDP wi || process it. This is because the OLSRv2-aware

i mpl enent ati on has access to additional information (that the HELLO
message is definitely invalid and the nessage is best ignored) as it
i s unknown what other errors it might contain.

4.7. TLVs

Wthin a nmessage, the attributes are represented by TLVs.
Particularly for Address Block TLVs, different TLVs can represent the
sane information. For exanple, using the LI NK_STATUS TLV defined in
[ RFC6130], if some addresses have Val ue SYMMETRI C and sone have Val ue
HEARD, arranged in that order, then this information can be
represented using two single-value TLVs or one nultivalue TLV. The
|atter can be used even if the addresses are not so ordered.

A protocol MAY use any representation of information using TLVs that
convey the required information. A protocol SHOULD use an efficient
representation, but this is a quality of inplenentation issue. A
protocol MJST recogni ze any pernitted representati on of the
information; even if it chooses to, for exanple, only use multival ue
TLVs, it MJST recogni ze single-value TLVs (and vice versa).

A protocol defining new TLVs MJST respect the nam ng and

organi zational rules in [RFC7631]. It SHOULD foll ow the guidance in
[ RFC7188], see Section 6.3. (This specification does not, however,
relax the application of [RFC7188] where it is nandated.)
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4.8. Message Integrity

In addition to not rejecting a nessage due to unknown TLVs or TLV
Val ues, a protocol MJST NOT reject a nessage based on the inclusion
of a TLV of an unrecogni zed type. The protocol MJIST ignore any such
TLVs when processing the nessage. The protocol MJST NOT renove or
change any such TLVs if the nmessage is to be forwarded unchanged.
Such behavi or may have the foll owi hg consequences:

o It mght disrupt the operation of an extension of which it is
unaware. Note that it is the responsibility of